	Reference Number (IT Services use only)
	


STRICTLY CONFIDENTIAL

Form M02 - Request for authorization for access to stored documents in accordance with LSHTM policy on monitoring computer and network use

Please ensure you have read the LSHTM Policy on Monitoring Computer and Network Use before using this form.
This form is to be used when authorization for access to stored documents is requested in accordance with section 6 of the LSHTM policy on Monitoring Computer and Network Use.

The following must be completed by the person issuing the request and signed by the appropriate person
 and the LSHTM Head of Legal Services before access takes place.

	Person requesting access
	

	Job Title
	

	Department
	


Please supply the following details:

	Material to be accessed, including its location and ownership. If the location is not known what search methodology is proposed to avoid compromising privacy?
	

	Reasons for this request. This must include an explanation of why a delay in access would be disproportionately detrimental to LSHTM’s interests.
	

	Intended duration of the proposed activities.
	

	The names and job titles of those who will access the stored material (NB LSHTM policy requires that this must be witnessed and logged).
	

	Steps to be taken to protect privacy (including the privacy of the owner of the target material).
	


Form continues overleaf
Authorization: 
Name (block caps):



Position:



Signature




Date

When complete, please send to the LSHTM Head of Legal Services who will approve and return to the person being so authorized.

Head of Legal Services approval:

The owner of the stored material must be given a copy of this form, a list of material accessed and a copy of the logged actions.

�	Access may only made with written authorization from one of the following as appropriate:


	the Head of Human Resources (in pursuance of staff disciplinary matters)


	the Assistant Registrar, Student Records and Assessments (in pursuance of student disciplinary matters)


	the Head of IT Security, IT Audit and Compliance (in pursuance of security issues)


	the Head of Department or the Dean of Faculty of the owner of the stored material 





